Quick Start Guide

RevFace15

Version: 1.1

Due to regular upgrades of systems and products, ZKTeco could not guarantee exact consistency between the
actual product and the written information in this manual.
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Device Installation

Installing on the wall

@ Place the mounting template sticker onto the wall, and drill holes according to the mounting paper.
@ Fix the back plate onto the wall using wall mounting screws.
© Fix the device into back plate.

@ Use the safety screw to fasten the device to the back plate.
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Standalone Installation
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Printer Connection
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RS485 Connection
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Lock Relay Connection

The system supports both Normally Opened Lock and Normally Closed Lock. The NO Lock (normally
open when powered) is connected with 'NO' and 'COM' terminals, and the NC Lock (normally close
when powered) is connected with 'NC' and 'COM' terminals. The power can be shared with the lock or
can be used separately for the lock, as shown in the example with NC Lock below:

1) Device not sharing power with the lock 2) Device sharing power with the lock
* +12V 5 f—— +12v
_ GND -—— GND
DC12v AL+ pav AL+
AL- : @b AL-
+ - : FR107
— com : NC Lock comM
NC Lock NO 5 NO
BUT : BUT
_ GND GND
- SEN SEN
R GND GND
DC12v AUX : AUX
GND GND
Ethernet Connection

Connect the device and the software over an Ethernet cable. An example is shown below:
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Default IP address: 192.168.1.201 IP address: 192.168.1.130
Subnet mask: 255.255.255.0 Subnet mask: 255.255.255.0

Click [Comm.] > [Ethernet] > [IP Address], input the IP address and click [OK].

Note: In LAN, the IP addresses of the server (PC) and the device must be in the same network
segment when connecting to ZKBioAccess IVS software.
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©® Recommended AC adapter: 12V, 3A
® To share the power with other devices, use an AC adapter with higher current ratings.

User Registration

When there is no super administrator set in the device, click on = to enter the menu. Add a new
user and set User Role to Super Admin, then the system will request for the administrator’s
verification before entering the menu. It is recommended to register a super administrator initially
for security purposes.

Method 1: Register on the device

Tapon = >[User Mgt.] > [New User] to register a new user.The options include entering the User ID
and Name, setting User Role, registering Face, Card Number, Password, adding Profile Photo, and set-
ting Access Control Role.
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ho) New User ho) Enroll Face o) Enroll Card Number
User ID 5 Please swipe card
Name
User Role Normal User 9
.I ‘\‘

Face o 1 !

‘ I
Card Number L i
Password
Protile Photo o

Access Control Role

Method 2: Register on ZKBioAccess IVS software

Please setthe IP address and cloud service server addressin the Comm. menu option on the device.
1. Click [Access] > [Device] > [Device] > [Search] to search the device on the software. When an

appropriate server address and port is set on the device, the searched devices are displayed
automatically.

LIS No device found? Download Search Tools to Local Disk
Total Progres: Searched devices count:1
IP Address ‘ | Device Type | | Serial Number ‘ ®

IP Address  MAC Address  Subnet Gateway Serial Device  Set Server Operations
Mask Address Number Type

192.168.1.10 255.255.255 192.168.1.1  CJHC203336 RevFacel

Device Name * 192.168.1.102

IconType * Door n]

i [weahome
& The current systen comf AddtoLevel J

Clear Data in the Device when Adding

A\ [Clear Data in the Device when Adding] will delete data in the device(except event

record), please use with caution!

Cancel




2. Click [Add] in operation column, a new window will pop-up. Select Icon type, Area, and Add to
Level from each dropdown and click [OK] to add the device.

3. Click [Personnel] > [Person] > [New] and fill in all the required fields to register a new user in
the software.

4. Click [Access] > [Device] > [Control] > [Synchronize All Data to Devices] to synchronize all the
data to the device including the new users.

For more details, please refer to the ZKBioAccess IVS User Manual.

Method 3: Register on the phone

Once the ZKBioAccess IVS software is installed, users can enroll face via a browser application on their
mobile phone.

1. Click [Personnel] > [Parameters], input "http://Server address: Port" in the QR Code UGL bar.The
software will automatically generate a QR code. Scan the QR code or login onto
"http://Server address: Port/app/v1/adreg" by the mobile phone to register the user.

Personnel Registration

Personnel ID
4835

First Name
Mike

Last Name

Lee

2. The users will be displayed in [Personnel] > [Pending Review], click on [Review] option and
assign a department and click [OK] to successfully add the user.

PasomellD  FistNeme  LastName MoblePhone  Staus  CreateTime Aryexposureto Any symploms  Cly vistedin  Remarkson  Operations
suspecad  intholast 14 past 14cays  healh
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Ethernet and Cloud Server Settings

Clickon = >[COMM.] > [Ethernet] to set the network parameters. If the TCP/IP communication of the
deviceis successful, theicon _Er will be displayed in the upper right corner of the standby interface.

Clickon = >[COMM.] > [Cloud Server Settings] to set the server address and server port, i.e., the IP
address and port number of the server after the software is installed. If the device communicates with
the server successfully, theicon = & willbe displayed in the upper right corner of the standby interface.

Main Menu ho) Ethernet o) Cloud Server Settings
B . IP Address 192.168.163.200 Server Mode ADMS
UserMgt.  User Role ] '
Subnet Mask 255.255.255.0 Enable Domain Name -
Gateway 192168.163.1 Server Address 0000
Personalize  DataMgt.  Access Control Atiendance
Search
DNS 1M4.114.114.114 Server Port 8081
Print Autotest System Info TCP COMM. Port 4370 Enable Proxy Server w
DHCP - HTTPS .
Display in Status Bar 0

Access Control Setting

Clickon = > [Access Control] to enter the access control management interface and set relevant
parameters of the access control.

Main Menu ho) Access Control - Access Control Options

B ' i m Access Control Options Gate Contral Mode O

User M User Role COMM.
o UserRoe Time Rule setting b Verification Mode PasswordiCardiF...
Holidays Door Avallable Time Period 1

Personalize

E Combined Verification Normal Open Time Period None
Print Autotest System Info m Anti-passback Setup Master Device In
B Duress Options: Slave Device Out

Auxiliary Input Configuration

Verity Mode by AS485 Card Only

Speaker Alarm

Reset Access Settings
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Attendance Record

Clickon = > [Attendance Search] > [Event Logs] to enter the records query interface, input the
user ID and select the time range. The corresponding event logs will be displayed.

S
User Mgt

Personalize

Print

Main Menu
e
User Role COMM. System

b Attendance Search
El Event Logs

E Attendance Photo

E Blocklist ATT Photo

b Personal Record Search

4 11:25
2 11:25 11:22
3 11:25
01-06 Number of Records:04
1 11:29
3 11:29 11:21
2 11:28
4 11:26
01-07 Number of Records:04
1 11:27
4 11:27
3 11:27
2 11:27

Detection Management Settings

Clickon = > [System] > [Detection Management] to enter the setting interface.

@ You can enable mask detection function, and enable the Deny Access Without Mask and the
Trigger External Alarm, the device will send an alarm prompt when the user doesn’t wear a mask,
meanwhile the user will be forbidden to access, as shown in the following figure.

©® When the Allow Unregistered People to Access is enabled, you can also set Enable Capture of
Unregistered Person to save the user photo.

p=]

User Mgt.

Personalize

Main Menu
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Data Mgt Access Control - Attendance
Search

</>

Autotest  System Info

bb ] System

Date Time

[7] Access Logs settings

u Face
Detection Management
Device Type Settings

m Security Settings

Reset

b} Detection Management

gEnab\e Mask Detection

EDeny Access Without Mask

gAHow Unregistered People to Access
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ulti-face Identifying Settings

Clickon = > [System] > [Face] > [Face Identifying Settings] > [Identifying Mode] to enter the
setting interface.

When the Multi-face Identifying is enabled, the device can perform facial recognition of multiple
people atonce. For more details, please refer to the User Manual.

b} Main Menu S System ho) Face
B . Date Time Anti-Spoofing Settings
User Mgt X
sertit. - UserRole  COMM [7] Access Logs Settings Image Exposure Settings
c g m u Face Face Identifying Settings
Personalize  DataMgt.  Access Control Attendance X
Search
E Detection Management Fill Light Sensitivity 80
Print Autotest System Info Device Type Settings Motion Detection Sensitivity 4
m Security Settings Face Algorithm

Reset

b Face |dentifying Settings ho) Identifying Mode ® =
1:N Thresheld Yalue 50 " Multi-face Identifying 0 1 @
1:1 Thresheld Value Content Mode to Dis... User ID

[ Michael

. 12:00:00
Face Enrollment Threshold 70 Count to Display 3
1:N Match Threshold for Masked People B8 Tracking Identification .
Face Pitch Angle 25
Face Rotation Angle 30
Image Quality 40
Minimum Face Size 80

Identifying Mode
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